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What is the “Internet of Things”?

No widely accepted definition
The connection of “physical objects to the Internet and to each other through small, embedded sensors and wired and wireless technologies, creating an ecosystem of ubiquitous computing.”

Includes “embedded intelligence” in individual items that can detect changes in their physical state

“What all definitions of IoT have in common is that they focus on how computers, sensors, and objects interact with one another and process data.”

IoT refers to “things” such as devices or sensors – other than computers, smartphones, or tablets – that connect, communicate or transmit information with or between each other through the Internet.
The IoT includes consumer-facing devices, as well as products and services that are not consumer-facing, such as devices designed for businesses to enable automated communications between machines.

- Can include the type of Radio Frequency Identification (“RFID”) tags that businesses place on products in stores to monitor inventory; sensor networks to monitor electricity use in hotels; and Internet-connected jet engines and drills on oil rigs.
• The “things” in the IoT generally do not include desktop or laptop computers and their close analogs, such as smartphones and tablets, although these devices are often employed to control or communicate with other “things.”

• IoT refers to “things” such as devices or sensors – other than computers, smartphones, or tablets – that connect, communicate or transmit information with or between each other through the Internet.
“Ordinary objects and devices able to process and transmit information based upon their environments that they then communicate to servers running algorithms designed to anticipate and address user needs.”

“The Internet of Things (IoTs) can be described as connecting everyday objects like smart-phones, InternetTVs, sensors and actuators to the Internet where the devices are intelligently linked together enabling new forms of communication between things and people, and between things themselves.”

The Internet of Things is expected to grow to **26 billion** units installed in 2020, representing an almost 30-fold increase from **0.9 billion** in 2009.

"By 2020, component costs will have come down to the point that **connectivity will become a standard feature** . . . . This opens up the possibility of connecting just about anything, from the very simple to the very complex, to offer remote control, monitoring and sensing."

-- Gartner, December 12, 2013
Estimated that by 2020, there will be:
- **8 billion** people on earth
- **50 billion** connected things with 5 million apps
- representing nearly 6 things per person

Estimated that by 2035, there will be:
- **1 trillion** connected things with 100 million apps

Where is All this Data Coming From?

Wearable Devices

- Smart Watches
- Fitness Bands
- Google Glass
Smart Homes

- Nest/Smart Thermostats
- Smart Appliances
- Security Systems
- HVAC Systems
- Entertainment Systems/ Xbox
- Consumer Devices/self-driving vacuum cleaners
Connected Cities

- Smart Meter Technology
- Smart Traffic Lights
- Smart Parking Meters
- Electric Vehicle Chargers
Commercial Products

• Industrial Equipment
• Transport Vehicles
• Medical Devices
• Embedded Device
• 1/3 of Digital Data universe has Big Data Value
• Data will grow to 26 million units
• Spending on Big Data could become $7.6 Billion
• $7.6 Trillion Value for Public Sector from Internet of Everything in the next decade
• 73% of IT professionals say Big Data Strategy include data from Digital Sensors, Video and other smart devices
• 90% of vehicles on road by 2020 would be connected

-- Source: [http://www.slideshare.net/eInfochips_Solution/connected-worlds-internet-of-things-and-big-data](http://www.slideshare.net/eInfochips_Solution/connected-worlds-internet-of-things-and-big-data)
What Makes Big Data “Big”? 

Source: E&Y.com
“From the dawn of civilization until 2003, humankind generated 5 exabytes of data, Now, we produce 5 exabytes every 2 days.”

Eric Schmidt
Executive Chairman, Google

“If we take all the data generated in the world between the beginning of time and 2008, the same amount of data will soon be generated every minute.”

Bernard Marr
Putting Big Data to Use

1. Raw Data
2. Processed Data
3. Insights
4. Presentation
5. Transact
Challenges for IT Departments

IT'S TAKEN US 15 YEARS, BUT WE'VE FINALLY FIGURED OUT HOW THE TEENAGERS OF THE 90s THINK, ACT, AND CONSUME MEDIA.
What is All this Data Being Used For?

- Product design
- Underwriting
- Premium pricing
- Fraud prevention
- Claims handling
- Real time analytics
- Marketing
Where is this Data Being Stored? How Does This Implicate Data Privacy Laws?

- New and far-reaching data protection reform package in Europe
- Proposed by Commission in January 2012, approved by Parliament in March 2014, now with Council of Europe
- Text of Regulation due to be finalised in first half of 2015
- Key elements:
  - Compulsory to report breach to Information Commissioner’s Office
  - Notification to Information Commissioner’s Office without undue delay
  - Penalties up to 5% of annual global turnover or €100m
  - Collective redress
- Question of when, not if, reform package will be introduced
What Can Go Wrong?

- Malfunctions
- Hacking
- Negligence
- Privacy
How Does Use of IoT Data Affect Insureds?

- Use in Claims Handling Process
- Use in Coverage Litigation
- Use in Arbitration
- Use in Underlying Litigation
Claims Process

Litigation Processes

• Preservation
• Discovery and eDiscovery
• Subpoena Responses

Data Security

• Risk of potential data breach litigation
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Please Contact Us With Any Questions
Thank you for your time.
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